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ECENTRALIZED AUTONOMOUS ORGANIZATIONS (DAOS) have

become increasingly popular among those who operate in the blockchain

and cryptocurrency space as the “go-to” organizational structure for projects

desiring to operate in a decentralized manner.1 In 2021, participants in DAOs

grew from 13,000 to 1.7 million people, many of whom are entrepreneurs and

investors adopting this new form of organizational structure to facilitate collab-

orations for their work in the digital space.2 Many projects begin as peer-to-peer
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collaborations between like-minded indi-
viduals on social media and mature into
full-fledged protocols with complex hier-
archies that allow global collaborations
between individuals who might never meet
or know each other’s true identities.3

While DAOs come in many shapes and
sizes, often having DAO-specific coding
governance rules, one characteristic they
all share is their desire to be decentralized,
i.e., DAOs want to be controlled by their
users rather than a centralized entity or
individual. By operating in a decentralized
manner, DAOs enable their members to
pool capital and code rules for how the
capital will be allocated, allowing gover-
nance to become automated by code and
preventing individual members from tam-
pering with the established rules.4 The
decentralized and transparent governance
structure of DAOs enables trust among
members and allows anyone with an
Internet connection to participate in any
protocol without fear of censorship or
bias, leading to the formation of more
inclusive and innovative organizations.5

Notably, the decentralized nature of
DAOs has additional benefits. In the pay-
ments space, for example, decentralized
cryptocurrencies permit the transfer of
digital payments between individuals with-
out the supervision or, some might say,
interference of banks, and they can do so
much faster and at a fraction of the cost
of a bank wire or ACH transfer. However,
these innovative benefits are sometimes
associated with regulatory risks and con-
siderations.6

Although many DAOs and their mem-
bers merely want to operate in a decen-
tralized manner to further the ethos of
crypto, some intentionally operate decen-
tralized organizations to enable their pro-
tocols to avoid regulatory scrutiny. If no
individual or entity is in charge, the theory
goes, there is no individual or entity that
can be held responsible for regulatory
compliance or, for that matter, liabilities
that might arise from operations. For
many years DAOs have operated with
relative impunity because DAOs were
small enough to fly under the radar of
regulators and law enforcement, there
was uncertainty regarding whether reg-
ulators could file suit against a DAO as
an organization, and regulators were
uncertain how to serve process on a quasi-
entity with no address and no centralized
control. Recent court holdings, how -
ever, suggest that the days of DAOs’ being
able to avoid regulatory risks and con-
siderations are over, as courts have con-
cluded that DAOs and their members are

subject to suit as unincorporated organ -
iz  a tions,7 can constitute partnerships un -
der the law,8 and can be served process
in novel ways.9

Legal Liability

Generally, DAOs had envisioned it would
be possible to skirt legal liability and 
difficult to drag them into court because
of their purely online and amorphous
structure. For years, however, most attor-
neys advised DAOs and their members
that in the United States under the law
of corporations, courts would likely treat
this novel organizational structure as a
not-so-novel legal entity—a general part-
nership. If treated as such, every partici-
pant in a DAO, i.e., a partner, is subject
to liability for the actions or inactions of
other DAO participants. Such potential
liability is an obvious setback when DAO
participants in many cases do not even
know their fellow DAO members’ names,
much less where they are from or whether
they have ethical standards. Recently,
courts issued rulings that confirm DAOs’
legal personhood, ultimately confirming
that DAOs and their members can be sub-
ject to legal liability. Notably, a determi-
nation of whether an entity has capacity
to be sued (based on the law of the state
where the court is located) is important
because it determines whether any judg-
ment issued by a court will be binding
on the party such that the lawsuit can be
resolved conclusively.10

California law permits an unincorpo-
rated association to “sue or be sued in
the name it has assumed or by which it 
is known.”11 Section18035(a) of the
California Corporations Code defines an
unincorporated association as 1) an unin-
corporated group of two or more persons,
2) joined by mutual consent, 3) for a com-
mon lawful purpose whether organized
for profit or not.12 Case law adds a fourth
requirement that the association function
under a common name in which fairness
requires the group be recognized as a legal
entity, including situations where persons
dealing with the association contend their
legal rights have been violated.13

In a case of first impression, the U.S.
District Court for the Northern District
of California found that Ooki DAO, as
an unincorporated association, had capac-
ity to be sued in California courts.14 In
Commodity Futures Trading Commission
v. Ooki DAO, the Commodity Futures
Trad ing Commission (CFTC) sued a DAO,
alleging it was operating an “ex change”
for commodity derivatives and permitting
its members to engage in retail commodity

transactions without complying with the
Commodity Exchange Act (CEA).15 The
CFTC alleged Ooki DAO failed to register
its “exchange” platform with the CFTC,
failed to conduct standard customer due
diligence to protect against fraud, money
laundering, and terrorist activities, and
failed to comply with other regulatory
requirements mandated by the CEA.16

Because Ooki DAO was comprised 
of individual token holders, the court 
reasoned that the DAO met the initial
“two or more persons” requirement under
Section 18035(a).17 Second, the court
found that token holders joined Ooki
DAO “by mutual consent.”18 If they did
not consent, the court found they could
sell or give away their tokens. Third, the
court found that the DAO was formed
for a “common lawful purpose,” reason-
ing that governing the DAO, including
voting on its governance decisions, paus-
ing or suspending trading, rewriting the
software protocol, using and distributing
funds from the DAO’s common treasury,
and rebranding the DAO all constituted
a lawful purpose.19 The court found oper-
ating a retail commodity exchange via a
DAO was not illegal as long as the DAO
complied with all federal laws, distin-
guishing that the purpose of the DAO
was not illegal, but the structure used
was illegal because it attempted to avoid
regulation by the CFTC.20 Finally, neither
party disputed that Ooki DAO operated
under the common name, Ooki DAO.21

Therefore, the court found that fairness
required recognizing Ooki DAO as a legal
entity because it was operating an illegal
trading platform, in violation of federal
law.

The district court thus ruled that Ooki
DAO, organized as an unincorporated
association, had capacity to be sued in
the name of the DAO in federal court.
The court cautioned that even though
Ooki DAO had capacity to be sued, it
did not imply the DAO met the require-
ments of an unincorporated association
such that it could be liable under the 
CEA. Although this case involved pre-
liminary issues of whether Ooki DAO
was properly before the court in terms
of capacity to be sued and service of
process of the lawsuit, the decision did
not include a discussion of the merits of
the case and Ooki DAO’s alleged viola-
tions of federal law.

In 2023, in another case of first im -
pression, the District Court in Northern
California addressed whether a DAO
could be held liable as a partnership under
California law for losses incurred by token
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holders. In Sarcuni v. bZx DAO, token
holders filed a class action lawsuit against
the former founders and current DAO
BZRX token holders, alleging they col -
lectively lost $1.7 million because of the
defendants’ negligence.22 The plaintiffs
alleged bZx operated a DAO on a block -
chain platform called the bZx Protocol,
which offered cryptocurrency margin trad-
ing and lending in various cryptocurren-
cies. It had two products, Fulcrum and
Torque, to conduct margin lending and
trading as well as to make fixed interest
rate loans, respectively. The bZx Protocol
operated on the Ethereum, Polygon, and
BNB Smart Chain blockchain platforms. 

The bZx Protocol and products 
were created and controlled by the two
founders, who then transitioned control
of the Protocol and assets of their limited
liability companies to the bZx DAO. The
bZx DAO and Protocol were from then
on controlled by BZRX token holders,
who held tokens issued by the DAO.
Notably, the bZx Protocol had $80 mil-
lion in assets, and the bZx DAO was now
responsible for managing the Protocol,
developing new products, managing the
community, and governing and making
decisions for the DAO.

Unfortunately, hackers breached the
DAO’s protocol and stole $55 million in
cryptocurrency during a successful phish-
ing attack on a developer working for
the DAO, allegedly causing plaintiffs’
losses. In the class action, the plaintiffs
alleged the defendants owed them a duty
of care to keep the funds deposited on
the bZx Protocol safe and to ensure
proper procedures against cyber theft and
hacking. The plaintiffs argued that because
of the defendants’ negligence in failing to
do so, they should be held liable as general
partners of the DAO for the losses the
plaintiffs suffered. The plaintiffs further
alleged the defendants were general part-
ners of bZx DAO and jointly and severally
liable for their injuries.

The district court began by stating
that, in California, 1) an association of
two or more persons, 2) carrying on as
co-owners, 3) a business for profit, forms
a partnership irrespective of whether the
parties’ intent was to do so or not.23

Unless persons doing business together
establish a formal entity (e.g., a corpora-
tion), the association is deemed a part-
nership regardless of the parties’ intent.24

Additionally, the ability to participate in
the management of a business is another
key element in determining whether a
partnership exists.25 Significantly, profit
sharing among partners is evidence of a

partnership but is not a required element.26

As to the first element, the court found
the complaint against bZx DAO suffi-
ciently alleged the DAO was an associa-
tion of two or more persons because it
was comprised of the token holders and
investors. Further, the DAO operated a
business for profit because it generated
revenue through its margin trading and
lending products, Fulcrum and Torque.

As to the second element, the court
also found the token holders were carrying
on as co-owners of the DAO. The plain-
tiffs alleged that bZeroX LLC transitioned
millions of dollars and control of the pro-
tocol to the bZx DAO. When the transi-
tion was completed, bZeroX LLC ceased
to exist and the DAO took its place. The
bZx DAO was now controlled by the
holders of the BZRX token, who had the
rights to govern the DAO and make deci-
sions concerning the bZx platform.
Specifically, if a proposal received the
required number of votes, the DAO or
Protocol could vote on governance pro-
posals, spend treasury funds to hire peo-
ple, change organizational goals and poli-
cies, and even distribute treasury assets
to token holders—similarly to how cor-
porations authorize and issue dividends
to shareholders. The BZRX token holders
attempted to argue that they were not a
partnership because they had limited rights
to govern the Protocol. However, the court
found limited governance rights do not
negate the existence of a partnership, rea-
soning that a partnership can still exist
even when individual partners are not
vested with complete control of parts of
the venture because partners can agree
that one or more partners will control all
or parts of the enterprise.27

As to the third element, the CFTC’s
Order Instituting Proceedings against the
DAO had found that token holders could
share in the DAO’s profits either by voting
to distribute treasury assets among them-
selves or via an interest-generating token.
Since some token holders were entitled
to receive distributions, the court found
that profit sharing supported the existence
of a partnership. The fact that profits and
losses were not shared equally among
token holders did not indicate the absence
of a partnership.28 Defendants also argued
that there was no agreement they would
bear any losses suffered by a partnership.
However, the court found an agreement
to divide profits implies an agreement to
divide losses, unless otherwise expressly
stated.29

Under these circumstances, the court
found plaintiffs had sufficiently stated

facts to allege a general partnership existed
among the BZRX token holders, holding
that the DAO was operating as a
California general partnership. The court
also found plaintiffs had sufficiently
alleged that the individual defendants and
former founders were partners of bZx
DAO, reasoning that anyone holding a
BZRX token was a partner in the part-
nership. The court reasoned that because
the founders had the ability to participate
in decision-making about the Protocol it
could reasonably be inferred that they
also held BZRX tokens.

In reaching their holding, the court
noted that the founders consciously
rejected registering the DAO as an LLC
or other limited liability entity when they
transferred control of the Protocol from
their LLC to the DAO. The court con-
cluded that this was done expressly to
avoid regulatory oversight and compliance
with U.S. law. The court found defendants’
own actions could result in every BZRX
token holder’s plausibly being a co-owner
of the DAO with management authority
and personal liability for losses—a poten-
tially striking and sweeping expansion of
the law on partnership.

Ultimately, the holdings in Ooki DAO
and bZx DAO should place DAOs and
their counsel on notice that although
DAOs had hoped to be outside such tra-
ditional business entity models because
of their virtual and anonymous nature,
organizing a DAO will not insulate the
organization or its members from suit or
protect the organization or its members
from legal liability. These recent cases
demonstrate that California courts are
finding DAOs to be subject to the same
governance and liability requirements of
formal corporate structures. Additionally,
these holdings may suggest a shift in how
jurisdictions view DAOs, the legal per-
sonhood of DAOs, and whether DAOs
fall within the purview of the traditional
concepts of the law of corporations.

Due Process Principles

Since July 2017 when the Securities and
Exchange Commission published The
DAO Report, the public has been on
notice that the use of a DAO entity does
not protect individuals from government
action.30 Meanwhile, and despite the
SEC’s admonition, only recently have
plaintiffs devised clever ways to serve
entities with no address and that are asso-
ciated with no particular known individ-
ual. Prior to that, DAOs had hoped to
avoid the legal formalities and restrictions
of brick-and-mortar businesses by creating
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virtual and anonymous structures.
However, in addition to holding that

DAOs are capable of being sued and that
DAOs can constitute a general partner-
ship, California courts are further expand-
ing traditional due process principles to
exercise jurisdiction over DAOs, thereby
continuing to erode the features that made
them so popular. For example, in Ooki
DAO, the district court ruled that a sum-
mons and complaint against a DAO may
properly be served through the “chat box”
and “discussion forum” features on the
DAO’s platform.31 In Ooki DAO, the
CFTC tried to serve Ooki DAO but was
frustrated in efforts to do so because of
the virtual and anonymous structure of
the DAO. Unable to use traditional meth-
ods of serving legal papers at a business
address or to an officer of the business
(in person, by mail, or a combination of
both), the CFTC served Ooki DAO via
the chat box and discussion forum features
on its platform. The court permitted the
CFTC to serve the summons and com-
plaint on Ooki DAO in this manner.

First, the court reasoned that the struc-
ture of the DAO made identifying DAO
members impossible. Additionally, the
DAO had no website, no email address,
and no physical address. Further, numerous
attempts to serve the DAO via traditional
methods of service had failed because the
DAO had neither a registered place of
business nor a publicly identified person
associated with it. Finally, the chat box
and discussion forum features were the
only online methods Ooki DAO created
for the public to contact it. The court
noted that the token holders actively dis-
cussed the receipt of the lawsuit and the
next steps in the online chat box and dis-
cussion forum, confirming that service
had been properly effected.

The court resorted to infrequently used
principles of law to arrive at this conclu-
sion. Where traditional methods of service
on a party defendant under federal law
are not practicable, courts can resort to a
lesser known power that enables the judge
handling the case to decide the best mode
of service based on the facts of the case.32

Federal judges have discretion to determine
the nature and sufficiency of service.33

Judges have permitted a host of alternate
methods of service when defendants were
either hard to find or deliberately evading
service, e.g., service via email on an inter-
national defendant, service via Facebook
chat where the defendant was mainly found
on Facebook, or service via website only
for a business that preferred communica-
tion through its website. Co nsidering all

these factors, the court ruled that service
through the chat box and discussion forum
features on Ooki DAO’s platform met due
process standards. Interestingly, the court
also directed the CFTC to serve the two
former founders of the company on the
grounds the CFTC should serve the last
known physical address for the company.
Thus, the founders’ goal of eliminating
their liability by transferring the business
to the DAO also proved not to be a fool-
proof way of avoiding the long arm of
the law.

With respect to the cases discussed
above, there are thousands of fully oper-
ational DAOs currently in existence whose
members, knowingly or unknowingly, may
be subject to the court’s jurisdiction and
to liability for each other’s actions.34

Looking Forward

DAOs are increasingly popular organiza-
tional structures to use for various in -
novative purposes including investing, 
contributing to charitable causes, fundrais -
ing, or making payments in a decentralized
manner, allowing the organizations to
operate independently from regulatory
oversight by a centralized entity or indi-
vidual.35 Nevertheless, recent California
court decisions have helped crystalize 
the legal landscape surrounding DAOs, 
suggesting that these organizations and
their members will be subject to the same
governance and liability requirements of 
formal corporate structures. These rulings
suggest that courts will apply traditional
legal principles in novel ways to prevent
DAOs and their members from escaping
liability and the reach of local laws, 
thus providing notice to DAOs and their 
members that although DAOs desire to
operate in a decentralized manner, con-
tinuing to operate in that way without
protections provided by a legal “wrap-
per”36 carries significant risk of legal lia-
bility for the DAO and its members. It is
in the best interest of DAOs to consult
with legal counsel to discuss the benefits
and considerations regarding forming a
legal corporate entity to protect the DAO
and its members from unexpected legal
liability, and a best practice for counsel
of DAO clients is to proactively advise
their clients on the legal risks and conse-
quences of operating a DAO without
establishing a legal wrapper as a protective
mechanism. n
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